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*Abstract*—As almost every sector experiences a digital shift, many researchers and industry leaders alike are exploring ways they can utilize metaverse functionality for their respective areas of interest and operation. However, cybersecurity appears to be often left out of the conversation in favor of discussing functionality and features. In this paper, we provide an overview of the term metaverse as it is currently understood while also briefly examining its origins. Next, we conduct a literature review to examine some of the most promising industries in which the metaverse will be utilized. This review importantly offers a look into the pressing cybersecurity gray areas of metaverse technologies within specific use cases. The information is summarized in table format and the conclusion section highlights key points.
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# Introduction

In recent years society has become largely obsessed with making virtual experiences more tangible, and more immersive. Tech industry leaders and start-ups alike are fighting to bring better quality AR and VR experiences to customers. Adding haptic feedback, enhancing viewing quality, and introducing more functionality are all high priorities. For the companies that bring innovation, the profits are certain to be massive. Pop culture further highlights this obsession. From motion pictures like Ready Player One, Enders Game, and The Matrix, to S&P 500 company Facebook completely rebranding to Meta, the evidence is everywhere. We are witnessing the adoption of modern metaverses.

The term “metaverse” originates from Neal Stephenson’s 1992 science-fiction novel Snow Crash and is used to describe a fictional virtual world [1]. The metaverse consists of a monochrome planet with an unending looped road and purchasable plots of land [21]. Over time the term has changed and evolved in meaning, and researchers have not formally agreed upon a strict definition. However, according to a published review of the literature in 2022, there is a trend of five main technologies used to describe the metaverse. The term metaverse today is attributed the most to AR/VR, avatar-based and Second Life systems, learning management systems, social media, simulation, and artificial intelligence(AI) [2]. Additionally, the metaverse is described as a place that fosters collaboration, enables learning through advanced computing, and immerses users in a way that is not dissimilar from our reality [2,3]. Therefore the literature indicates metaverses can differ in their technological implementation but tend to maintain similar characteristics in what they enable.

To explain the sudden popularity boom and rush towards metaverse adoption, the COVID-19 pandemic and enabling technologies such as 5G and 6G are letting more organizations and researchers experiment with the concept of metaverses and different implementations [4].

Current and emerging metaverses are characterized as infants compared to what science fiction depicts. As with any technology in its early stages, cybersecurity is a huge concern and the wide array of technologies that are used to implement different takes on the metaverse means more vulnerabilities [5].

# Literature Review

## Healthcare

The literature is saturated with articles describing simple to complex implementations of metaverses within healthcare. In [6], the typical metaverse in healthcare is characterized by immersive AR/VR and the concept of a digital twin. The digital twin is a user's avatar which is represented by medically relevant data sources such as sensors, medical records, risk factors, and observations. In [7], it is proposed that a digital twin of the same definition could meet with a virtual 3D doctor, but it would be the collected data being truly examined rather than the physical form. Researchers describe the utility and security benefits of blockchain in storing patient data along with how AI can aid in diagnosis within [8]. In [9], a review of metaverses related to healthcare highlights the importance of 3D imaging and real-time playback within VR/AR/XR for metaverse doctor visits. High quality-of-service is essential for gaining support for metaverse-supported healthcare along with conducting accurate data collecting. Further support for blockchain and the development of NFTs to store personal healthcare records is discussed in [10].

The current healthcare landscape suffers from a wide range of cybersecurity threats that impact confidentiality, integrity, and accessibility. Ransomware, insider threats, denial of service, data breaches, and social engineering are all major threats that plague the healthcare sector [11]. Healthcare metaverses favor utilizing wearable devices, AR/VR technologies, and blockchain, along with additional supporting technologies, but this will only add to the number of vectors that hackers may attempt to usurp. In [12], healthcare cybersecurity is described using a two-branch approach in defining attacks. Attacks either disrupt the operation of devices or disrupt the integrity of information. In order to stop attacks from both branches, general cybersecurity practices are not enough. A comprehensive plan must be developed for utilizing technologies.

AR and VR are important to the healthcare metaverse model, but they pose a wide array of cybersecurity risks. Many of these risks are already a part of the general threats to the healthcare space and likely have mitigation strategies. However, some must be addressed for the metaverse. Firstly, AR suffers from serious privacy concerns due to the amount of data collected and the storage of the data. VR has the same issue but tends to collect different types of data such as eye tracking and hand movement [13]. In [14], the same issues of data collection and privacy are addressed regarding collected personally identifiable information (PII). Additionally, manipulation and social engineering through relatively new-to-market systems pose a serious issue for consumers. In [15], authentication and identity along with social issues are discussed as major cybersecurity issues associated with a metaverse with similar characteristics to healthcare metaverses. Ensuring patients are accurate and doctors are speaking to the right people is crucial. Furthermore, as the healthcare metaverse is in its infancy there are no standards for proper socialization. The question arises if someone acts inappropriately or questionably what measures would hold them accountable?

Wearable sensors primarily carry privacy and secrecy along with functionality cybersecurity concerns. Due to being often placed into environments where hackers may be lurking, wearable sensors may be subject to attack frequently. Keeping the device itself along with the link it uses to communicate safely is vital [16]. According to [17], wearable devices lack strong security as they rely on wireless networks and are often comprised of simple architecture. They claim that the industry will not likely be the first to address this issue, but researchers will help fill in the gap.

According to [18], blockchain has the potential to eliminate malicious activity and cyber threats altogether. Furthermore, blockchain can be used for a wide range of use cases, especially in fields like healthcare. However, blockchain technology is still not fully understood, and just like protocols, it may suffer due to undiscovered flaws [19]. Implementation of such technology into healthcare or other vital sectors may be disastrous when not enough study has been done yet. In [20], the security of blockchain itself is less of an issue and cautious optimism regarding blockchain implementation is advised. Maintaining privacy and keeping blockchain systems online, access control systems, and lack of service level agreements are all concerning factors.

## Education

The usage of metaverses for academics and especially for delivering immersive higher education is a popular topic within the research community. An educational metaverse may primarily utilize AR/VR and real-life elements to provide a mixed-reality(MR) experience which may be more effective than trying to teach specific situational concepts in the typical classroom setting [22, 23]. In [24], XR is described as the primary technology of the metaverse and will be extremely useful in teaching healthcare professionals. XR combines VR, AR, and MR to put individuals in a world similar to true reality. XR lessons are suggested to be far superior due to the fact that it improves upon the current practice of disseminating information. In [25], education is described to be one of the most important use cases of metaverse technology. The authors suggest an educational metaverse framework that consists of wearable reality devices and supporting technologies including communication & networks, computing technologies, analytical technologies, modeling and rendering technologies, interaction technologies, and authentication technologies, that facilitate lessons in the metaverse. In [26], it is believed that the educational metaverse that utilizes virtual and augmented reality will allow for never-before-seen immersive teaching.

Educational institutions are frequently targets of cyber-attacks due to their elevated status along with their control of PII and unpublished or proprietary material [27]. FireEye a leader in cybersecurity reports that universities are prime targets for APTs to conduct various forms of espionage, for cybercriminals to profiteer, and for hacktivists to spread their agendas [28]. The reality devices used to describe educational metaverses and any assisting technologies present new cybersecurity threat vectors.

According to [26], the most concerning cyber threats to educational metaverse implementation and sustainability include DDoS, spoofing, and ransomware attacks. With lots of infrastructure needed to support VR/AR and the programs they run, ransomware and DDoS attacks, which are more prevalent than ever, could halt lessons. Spoofing consequently, may allow criminals to deep fake or mask themselves and make it easier to groom or take advantage of children. In [29, 30], the authors elaborate and discuss the concept of so-called overlay attacks in which hackers obstruct VR content with their own. Removing content in an overlay attack can be particularly challenging. Not only could it be used to implement ransomware-style attacks, but it could also be used to show troublesome content to minors. This threat is made even more worrisome by the conclusions of [31], in which the authors suggest VR-formed memories are particularly durable.

Outside of hackers and creeps, having multiple students in a metaverse poses its own threats. VR is an additional environment for bullying and harassment to occur [31]. As [26] highlights, there are few established norms or policies commonly utilized in the virtual world. The question of who polices or monitors is left up for debate. Furthermore, [32] concludes that while users of VR technology will typically reflect much of their real selves into their avatar and decision-making process, some departures do occur. If in an unmonitored environment, it is possible that students will reflect this behavior and treat others worse than they would in just a typical monitored classroom setting.

## Video Games

Gamers wanting more immersion and realistic experiences mean the metaverse is undoubtedly part of the future of gaming. This is supported by the fact that gaming and tech firms have already invested billions into metaverse research and development [35]. According to [33], metaverse gaming is characterized by aspects such as play to earn, social environments, the flexibility of environment and controls, portable assets, and a mixed reality experience. Furthermore, the metaverse for gaming utilizes primarily the technologies of AR/VR, blockchain, the Internet of Things, and 3D reconstruction. In [34], the authors suggest video games already mirror the types of environments and interactions found in a metaverse, however, a haptic suit and headset paired with virtual currencies and portable assets will be the true difference. In [36], the authors highlight AR, VR, and MR as general key metaverse technologies. Combining these technologies with massively multiplayer online game worlds will create metaverse gaming. However, it is also pointed out that the metaverse should allow for total interconnectivity between platforms and worlds and this has yet to be fully developed.

As video games become more popular, cybercriminals are leveraging the situation to launch an increased amount of cyberattacks, these attacks are often low-level attacks such as phishing [37]. However, cyber threats such as hacking via trojans, and viruses, along with various methods of item fraud are also both major concerns for gaming [38]. DDoSing is additionally a prolific aspect of gaming both for gamers and game providers whether it be for revenge/publicity or other motives [39]. The commonality appears to be the most favored attacks are uncomplicated and focus on either affecting user availability or gaining items of value such as virtual items or PII. PII is super valuable and typically video game accounts are linked to names, addresses, financial information, and more making them valuable likely targets [40].

Considering the general motives of hacking in gaming, protecting the technologies utilized in metaverse games from the same style of attacks or those with similar motives is essential.  VR is a huge source for the potential of PII leakage including information such as eye and body movement that hackers have not before had access to [30]. Hackers who can manage to directly access systems or the database storing information will have access to a treasure trove of PII. The authors of [29] point out that the platforms VR systems run on may serve as an attack point that allows for every compatible device to be infiltrated.

Another proposed element of metaverse gaming, blockchain, enables virtual game currencies and personal items known as NFTs. However, blockchain currencies, NFTs, wallets, and exchanges are points of attack for hackers [41]. Furthermore, blockchain presents individuals with the opportunity to commit illegal acts such as laundering money and financing terrorism [42].  Video game developer Valve Software in 2019 acknowledged in-game items were a popular method for money laundering, specifically items in their game Counter Strike were utilized to perform the illegal activity [43]. This activity was happening between accounts that had some information tied to them. Cryptocurrencies and NFTs, the suggested metaverse gaming currency, are typically extremely hard to prove owned by specific individuals.

According to [44] the modern Internet of Things is threatened by eight primary threat types consisting of network failure, direct cyber-attacks, APTs, malicious action, disaster, natural phenomenon, and system failure. Trying to pinpoint specific threats within these is unrealistic without additional context considering the Internet of Things definition. Internet of Things refers to the collective network of devices and technology that enable communication between devices and the cloud along with the devices themselves [45]. Therefore each specific device model must be analyzed in a comprehensive fashion and the threats will need to be identified for metaverse usage of that IoT device.

Finally, hackers may attempt to wreak havoc on the 3D-reconstructed environment video games utilize for players to explore. 3D reconstruction is similar to 3D map technology or virtual properties where you navigate a virtual environment [46]. Outside of preventing users from accessing the world through Denial of Service attacks, a Chaperone attack may be utilized to interfere with the 3D world and user experience. The Chaperone attack manipulates the virtual environment to change boundaries and may lead to VR users becoming injured or damaging equipment [30]. In one study, researchers were able to directly gain access to the files of a virtual game’s room set up giving them the possibility to perform malicious activities [29].

# Summary Table

|  |  |  |  |
| --- | --- | --- | --- |
| Use Cases | Technologies | Typical Mitigation Techniques to Oppose Cyberattacks on Such Technologies | Open Challenges Presented by Literature |
| Healthcare | Digital Twin,  AR/VR/XR,  Blockchain,  3D Imaging,  Real-time-playback,  Wearable Devices, | Robust access control,  Encrypting digital twin environment,  Strong authentication,  Patching,  End-to-end encryption ,  Robust security policies,  Antivirus | Protecting PII associated with VR systems,  Blockchain is not entirely understood and is presenting new threats constantly,  Wearable devices must be protected in all environments |
| Education | AR/VR/MR/XR,  Communication & Networks,  Computing Technologies,  Analytical Technologies,  Modeling and Rendering,  Interaction Technologies,  Authentication Technologies | Strict access control,  Encrypting sensitive data,  Strict authentication policies,  Patching and updating,  Antivirus | Overlay attack poses a danger to children,  Support infrastructure needed to enable classroom metaverse will be a massive undertaking to protect |
| Gaming | AR/VR,  Haptic Suit,  Blockchain,  IoT,  3D Reconstruction | Home network firewalls,  VPN,  Patching,  Strong authentication,  Encryption,  Antivirus | VR devices are still relatively new and security is constantly challenged,  Virtual items enable fraud and money laundering,  Chaperone attack serious risk to gamers |

# Conclusion

Overall this paper has summarized the technologies believed to be part of the current and future metaverse for the use cases of healthcare, education, and gaming. Some of the most relevant grey areas that pose cyber concerns were addressed. Relevancy was based on current attack styles, motives, and the technology itself. It should be acknowledged many additional cyber concerns are associated with the highlighted technologies. The information presented was then summarized in table format. Future work may look into mitigating these specific threats or forming a framework for a specific use case.
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